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The NHS Long Term Plan @ Jan 2019
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New service model: more control 
for the patient and fully integrated 
health and social care at the local 
level

Better prevention, 
less inequality

More recruitment and a better
working environment

Improved use of data and digital 
technology

Best value 
for taxpayers

https://www.longtermplan.nhs.uk/
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NHS Digital:
To harness the power of 
information and 
technology to make 
health and care better



NHS Digital Response To COVID-19
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Improving 
and updating 
citizen facing 
channels 

Enabling 
remote and 
collaborative 
care

Delivering 
digital 
service for 
NHS Test and 
Trace

Enabling 
research and 
clinical trials

Identifying 
and 
protecting 
vulnerable 
citizens 

Data 
intelligence 
to support 
planning 

Find out what we've been working on in the past four weeks: https://digital.nhs.uk/coronavirus/nhs-digital-coronavirus-programme-updates/programme-updates-29-
july-2020
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The ODI
Founded in 2012, the Open 
Data Institute (ODI) is an 
international, independent 
and not-for-profit 
organisation based in 
London, UK.

Dr Jeni 
Tennison

CEO

Sir Nigel 
Shadbolt
Chairman

Sir Tim 
Berners-Lee

President



We want a world where 
data works for everyone.

We work with companies and 
governments to build an open, 
trustworthy data ecosystem.



Open Data In The NHS, Three Goals

“Open data is data that’s 
available to everyone to 
access, use and share” 
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1. Improving health and 
social care

2. Informing the public 
debate

3. Supporting innovation 
and developing the UK 
economy



COVID-19 has driven transformation in Open Data, by getting 
many eyes on the data to inform the pandemic response

8You can find our dashboard hub at: https://digital.nhs.uk/dashboards
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Protecting Citizens’ Data Rights: Enhanced Legal Framework
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Section 255 Requests from National Services Scotland, Public Health Wales and the 
Department of Health and Public Health Agency (NI) 



Protecting Citizens Data Rights, is Based on TRUST

• Rigorous – in maintaining privacy and confidentiality standards but ensuring data flows to 
those who need it (and have a legal basis…)

• Solutions focused – we have been able to use the legal framework to solve problems to 
enable data to flow

• Data accuracy, minimisation (necessity and proportionality), and cyber security key 
• Accountability-

• Data Privacy Impact Assessments (risks) and Fast Track Approval Assessments
• Transparency over collection, analysis, dissemination

• New collections: Update unified register
• Data releases: Monthly register

• Communication-
• With National Data Guardian for Health and Care, and Information Commissioners Office
• Active participant in understanding patient data

16For more information: https://digital.nhs.uk/coronavirus/coronavirus-covid-19-response-information-governance-hub



Connect with us

@nhsdigital
company/nhs-digital
www.digital.nhs.uk
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@tomdenwood


